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How to Deploy Bulk Certificate Provisioning
from Venafi TPP to GigaVUE-FM

This document provides instructions to configure Bulk Certificate Provisioning from Venafi Trust Protection
Platform (TPP) to GigaVUE-FM (FM).

CONTENTS:
= Qverview
= GigaVUE-FM Setup
= Venafi TPP Setup

Overview

As part of deploying and maintaining a GigaVUE-OS TLS/SSL decryption solution, you may want to perform
bulk certificate provisioning from an external platform. The integration between Venafi TPP and GigaVUE-
FM makes this possible.

While known as certificate provisioning, the digital certificate and associated private key must both be
provisioned as part of the operation. Certificate/key pairs are stored in the Key Store on GigaVUE nodes,
where the decryption processing occurs.

Provisioning does not occur directly between Venafi TPP and the GigaVUE node. The GigaVUE-FM API
serves as the interface point for external systems to indirectly provision a GigaVUE node. For any GigaVUE
node to receive provisioning data, it must be managed by the GigaVUE-FM instance where the API resides.

An HTTPS connection is required from Venafi TPP to the FM API. Each provisioning operation includes a
parameter that identifies the specific GigaVUE node to receive the provisioning data.

GigaVUE-FM Setup

Each GigaVUE node includes a protected Key Store. Prior to adding certificate/key pairs, the key store must
be unlocked by entering the Keychain Password.

Adding a certificate/key pair to the Key Store does not enable decryption by default. The certificate/key pair
must be associated with a decryption profile to enable decryption of traffic for the server associated with the
key pair. To enable this behavior, set the Auto Enable New Certificate global option to “true.”

When provisioning an updated certificate/key pair to replace an existing pair, you may want to automatically
delete existing certificate/key pairs for the same entity. To control this behavior, set the Auto Delete
Certificates with Same Entity global option to “true.”

While not tied directly to provision, the Auto Delete Expired Certificates global option should also be
considered at this time.

For each GigaVUE HC Series appliance to be provisioned:
1. Unlock the Key Store
2. Set the Auto Enable New Certificates parameter to “true”
3. Set the Auto Delete Certificates with Same Entity parameter to “true”
4. Set the Auto Delete Expired Certificates parameter to “true”
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Venafi TPP Setup

NOTE: The majority of TPP configuration occurs via the Web Admin user interface, while the
Bulk Provisioning jobs are configured via the Aperture user interface.

In some scenarios, the same set of certificates may be provisioned to multiple GigaVUE HC Series. In other
cases, different sets of certificates may be provisioned to different GigaVUE HC Series appliances. It is
important to identify the certificate-to-appliance mapping prior to provisioning.

STEPS:
= Before you begin
= Step 1: Install the Gigamon driver
= Step 2: Set up the Gigamon policy hierarchy
= Step 3: Set up the device object for GigaVUE-FM API
= Step 4: Set up a policy object for provisioning jobs.
= Step 5: Create certificates to provision (Skip if preexisting)
= Step 6: Set up a bulk provisioning job
= Step 7: Verify that certificates have been pushed to the desired device

Before you begin

Gather the information needed to complete the Venafi TPP set up.
e GigaVUE-FM hostname/network address and port number
e GigaVUE-FM logon credentials
e List of GigaVUE Node/Cluster Names to be provisioned
e Mapping of certificates-to-GigaVUE nodes/clusters

Step 1: Install the Gigamon driver

1. Download and obtain Gigamon Driver from the Venafi Marketplace (marketplace.venafi.com).

VENAFI

\D\ Gigamon
App Store »

| coLLECTIONS | 1 SEARCH RESULT FOR "GIGAMON"

All Apps

. " Alphabetic
G Gigamon GigaVUE FM bility into Encrypted Threats Overview

Featured

2. Place the driver in the Scripts/AdaptableBulk folder on the TPP server.
C:/ProgramFiles/Venafi/Scripts/AdaptableBulk

= | AdaptableBulk

- T This PC SYS (C) Program Files Venafi Scripts AdaptableBulk

Name Date modifie Type

# Quick access

S |

Il Desktop i
E¥ GigamonGigaVUE-FM

¥ Downloads

| Documents *

&= Pictures
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Step 2: Set up the Gigamon policy hierarchy

NOTE: TPP supports a flexible policy hierarchy and will likely differ from one environment to the next.
This guide section provides the following sample hierarchy:

e Policy
o TLS
= Certificates
e Gigamon
o Device (GigaVUE-FM)
o Gigamon Credential
Log in to Venafi TPP Web Admin Console.

Set up a new policy under the appropriate TLS Certificate section based on the environment.
In the left navigation, navigate to Policy > TLS > Certificates.

o bd =

Right-click on Certificates and select Add > Policy.

4k Add + X Delete Show all~ '4‘4 Agpplications Certificate Trust Store Coud Instance Monitoring

PO 4 “-;;Pnlicv & Certificate qc‘emﬁcaie Authorities ¥ Certificat:

Search options -
d‘;jPohcy
3 L Code Signing General
A LFssH
iFTLS
3 Lyf Administration
# L} Installations
3 Fced

aig| o oven
3 &3] % Openin New Window
jg:!:\?l 4 Add b | g Cerificates b
& spertu| £ Permissions & Devices :
R Refresh @ cATempiate N
@ Expand All L2 Policy ‘!
'f_;\ Collapse All ﬁ Creden b

5. Name the policy “Gigamon” for ease of reference and click Save.

ok Add v X Delete Showall @

£ Y

General
Search options =

1
3 [} Palicy I.T Policy Name: [Gigamon] |
d Lf Code Signing ’

4 Description:
3 & SSH Gigamon-HC1-001
ILGTLS Contact(s):
@ L, Administration
#..f Installations
2. Certificates
o \:;' _Discovered
4 Lf SCEP
Jj.-.ij\a"enaﬁ Operational Certificates Log View
3 ) GigaVUE-FM-API
B Aperture Configuration

Log Server: |\Logging\tpp Log Server
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6. After creating the policy, it will appear in the Venafi left navigation under Policy > TLS >

Certificates.
E Gigamon : Certificate
= agd -~ X Deiete Show all~ % Applications Certificate Trust Store Cloud Instance Monitoring Devices Network Device Enrollment Seftings
PO Gl | Lrolicy i Certificate Authorities || TJ Certificate Trust Bundle | A Credentials | BEncryption | §
Search options -
2 lf Policy
2 L Code Signing General Information
3 L SsH
igTs Eoctackef {iae
@ & Aaminitraton Approver(s): {lacalitppadmin (13
3 LF Instanations
c P Management Type:
I Managed By:
. _Discovered
# L pscep
# L} Venafi Cperational Certificates CSR Handling
# [ GigaVUE-FM-ARI
gﬁpeﬂm Configuration CSR Generation: (@) Service Generated CSR

() User Provided CSR

Generate Key/CSR on Application: | ] vL

Hash Algorithen: {swa-2se

Step 3: Set up the device object for GigaVUE-FM API

1. To set up the device, select the Gigamon policy folder you just created and select Add > Devices >
Device.

m Gigamon : Policy

o Add = X Delete Showais Y Applicaticns Certificate Trust Store Cloud Instance Monitoring Devices Network Device Enrollment Settings
FPO Gl | LFrobey | g)ceriicate | [@Certificate Authorites || T Certificate Trust Bundle | % Credentiols || 4B Encryption
Search options -
= i Policy
] ¢_jc«1e Signing General
3 L FSSH
:J.A_-JTI.S Description: l
3 L Administration Contact(s): | localitppadmin
3 L F Installations
= £ Centificates
i I = 1
aig) & ovn
@LF4 % OpeninNew Window
3 L venafi -
B spertuf T A0d ¥ | @] Centficates
£ Permissions {3} Devices Log Server: ;
2 Retresh i caTemplate
i/ ExpandAx & Policy
11 Collanse A A credential Enninas:

2. For the Device Name, specify a meaningful name for the GigaVUE node.
3. For the IP address, enter the GigaVUE-FM IP address.

4k Add ~ X Deiete Showals 1@
Pl I
General
Search options -v e — — — —_—
| 3.4 Poicy I: Device Name: [Gigavue-rm |
-""EJC“’ Signing Description [
eifsss 0 B [ N e e
AlgTs Contact(s): |local:tppadmin (\VED\Identity\tppadmin)
# [,# Administration
@ [7 Installations
3 L Certicates Host Information
£ cigamon Hostname/Address: |s4.212.106.119 T
@ L J _Discovered
:i.";éSCEP Provisioning Mode: | Agentess
s_gijvman Operational Certificates Concurrent Connection Limit:
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4. Click Save when done.

5. To add the device credentials, right-click on the device and select Add > Credentials > Username
Credential.

NOTE: In this example, the device is named “GigaVUE-FM.”

T 'GigavUe-Fm : Settings
ok Add » 3 Delete Show i Device General Support

PO gl W settings

Search options -
= i Policy
@ Lf Code Signing General
2 L FssH
JigTLS
] \é Administration Contact(s): :
3 LF Installations.
2 [ Certificates

Description:

= .j(%mﬂlmn Host Information
@ Gigavuy o
3 L _Discovere| @ ope Hostname/Address: |5q,212,105,115
@ LFSCEP ¥ Open in New Window Provisioning Mode: | Agertiess
3 i Venafi Operationa e
@) Aperture Configur] & Add ¥ | @J Cenficates » Concurrent Connection Limit: |:
&R Pemissions {53 Appiication 3 Device Credential: [
% Refresh Trust Store L3 Temp Directory: |
10 Expand Al A Credential P | & Amazon Credential 05 Type: | auomare
ki collapse an ¥ Certficate Trust Bundie | /& Centificate Gredential Jump server: [
[@] Rename & Generic Crecential Use Sudo: |~G "l
 Move & Goople Credental Sudo Credential (optional): |
4B Password Credential
XK Delete Enforce Host Key: |~., “|
Presented Thumbprint:
& Username gredential
Presented Key Type:

6. Add GigaVUE-FM admin credentials used to login to GigaVUE-FM GUI anc click Save.

Puolicy w E ‘Add New : Username Credential

4 Add = X Deieie Show all»

POl

LN

General
Search options - I
2 L Policy = Credential Name: |Gigamen Credential

9 [ Code Signing Description: | |

2 byt SSH
9 .{.ﬁTlS Contact(s): - [:1
3 L Agministration
2 LF Installations
= L Centficates =
3 Lgp Gigamon
W Gigavue-FM
3 LF _Discovered Settings
2 LFscer
| } Venafi Operational Certificates
ﬂ Aperture Configuration

* Expires: [7/22/2030 |

Credential

* User Name: |adm.n |

ZPRSEWOrd: | aasessureressaneens |

* Confirm Password: |-|"o“u-|uu|no“ |

7. To assign these credentials to the device, click on the device (named “GigaVUE-FM” in this
example) to view the device settings.

8. In the device settings, under Most Information, click the Credential Selector icon.
9. Select “Gigamon Credential” and click Save to set the credentials.
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V E N A F I CQ WebAdmin ) ds ~ Inventory -~ 5 . ts v Configuration

by x Dewice
D a8 g Set
oy
1
ode S ene
5SH
LS
A alitppa. EDY Identity\tpy
........... iat
Hostnar res 4 T
T e v
Credential Selector ofix
Polcy Tree = |
~0 .4
Search options - o
= _‘).pQ-"H' =
=] jTLS
~

2 L Adminisiration
] _} Credentials
= _‘; Ceitrficates =
= 4 Gigamon
=2 I‘ GigaVUE-FM

Clear @ Cancel

Step 4: Set up a policy object for provisioning jobs.
All bulk provisioning jobs require a Jobs policy object (folder). This step may be skipped if an existing Jobs
object will be used for the GigaVUE provisioning. Otherwise, create the Jobs object in the desired policy tree

location.
1. In the Venafi Policy interface, right-click on TLS and select Add > Policy.

Clients Reports ~ Configuration ~

o —
al

drAdd v X Deiete Showall> Certficate | Monitoning slidation Support
PO gl | &Jsummary | ggfSettings || FAssociations GCompliance || () History
Search options - @ Reset + L Renewlow & Check Revocation | off Validate Now  gjRevoke » @A Change Cerlificale Type
2 Lgh Policy
3 Lz} Code Signing Certificate Status
3 L3 SSH
2 = @ oK
3| & Open
o Expiration Date
o New Window
R 7/22/2022 12:14:38 PN
= I
o o b | @) Certificates b
&g Pemmissions iid Devices b |
i Revocation check not yet attempted
% Retesh @ cATemplate » by i
T Expandal
B Collapse Al 5§ Credential »
4, Workfiow b fons
[I] Rename =
Aperture Configurati
i e Application Installation Status

TR al
"J  Move
=] ¥ AWS EC2 Instance Monitor

X Delete ¥ Certificate Trusl Bundie

- = i ——

2. Enter a name for the policy and click Save.

How to Deploy Bulk Certificate Provisioning from Venafi TPP to GigaVUE-FM
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E Add New : Policy

General

;:l.'_:}P_nlicy * Policy Name: |Jobs
2 a2
] ‘§Cn\15 Signing D o e
H &z SSH
_-.IJ:}TLS Contact(s): |local:tppadmin
H ‘i Administration
] ;:j Installations
= [ jCertificates
=] L:j Test Certs
&/ app2 venafidemo com
&/ app1 venafidemo com | Log View
[ P B e e b A R Sk e A A L 50
if m:;::nvus Fi ‘ Log Server: i \Loggiog\ipp 1og Seever . = © 0 |
4% Gigamon Credential

Step 5: Create certificates to provision (Skip if preexisting)

NOTE: This step can be skipped if you are planning to provision preexisting certificates to GigaVUE
devices. However, when provisioning preexisting certificates, ensue that the certificate policy
Management Type set to “Provisioning.”

You can create a new policy or use an existing policy to create new certificates
1. To create a new policy, right-click on the certificate and select Add > Policy.

Policy v T "GigavuE-FM : Settings
4k Add =~ ¥ Delete Show all~ @ Device General || Support |
P (x] i_i g Settings
Search options b
j,‘___JPciicy
@ L Code Signing General
@ LpssH
:I.‘;JTLS Description: ‘
0 o Aaminiiration Contact(s): {localstppadmin (\VED\Identity\tppa
R i
= =
ﬁJ?ﬁ" L} open
EP% ] g : Host Information
| # Openin New Window
- Hestname/Address: [54.212.106.119
| 9 Add b | &) Certificates 3
.dj = Provisioning Mode: ‘Aqemless
B g Permissions @3 Devices b |
C Concurrent Connection Limit: |1
) [ gh Venafi 2 Refresh u CA Template 13
B Apertul w0 Device Credential: [\vep\policy\TLS\Certificates\Gigamon\Gi
¥ Expand Al il Pokcy.
. Temp Directory:
I Colapse an Credential b P v |
't Workfl » 0S Type: ‘anz
m Rename
& Aperture Configuration Jump Server: [
Move
i @ AWS EC2 Instance Monitor Use Sudo: | no
X Delete ¥ Cerlificate Trust Bundle Sudo Credential (optional): |
-

2. Specify a meaningful name for the policy and click Save.

TE] "Add new : Policy
4k Add » X Delete Showal>

General

Search options - v -
|3 L f oty I,*, Policy Name: [Test cerd |
4 [ F Code Signing
HLFssH
FigTs Contact(s): |local:tppadmin
# L7 Administration
# L2 Installations
2 L J Certificates
= L} Gigamon

Description: |

How to Deploy Bulk Certificate Provisioning from Venafi TPP to GigaVUE-FM
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3.
Server Certificate.

Policy v Tl Test Certs : Policy
e add + X Deiete Showallr @ Agphcations
PO Gl | [Frokcy | gceriicate
Search options mhd
3 L Policy
3 £ Code Signing General
@EFssH
IiFs
4 L3 Administration
@ .3 Instatlations
3 Lf Centicates
78 L open
j"j §" Open in New Window
o Jiias b | 7 Certieates »
#1550
. s g Permissions @ Devices
@ £ fvenafi g % Rekesh @ caTempiate »
i Expand Al & Policy
12 Coliapse a1 Af Credential 4
&, Worktiow »
@] rename
@ Aperture Configuration
 Move
¥ AWS EC2 Instance Monitor
X Delete ¥ Certificate Trust Bundie

Certificate Trust Store

(@ certificate Authorities

Cloud Instance Monitoring

| Devices Network Device Enroliment | Settings View

Description:
Contact(s):

@ Code Signing Certficate

» | W/ Device Ceriificate

&/ User Certiicate

4 Add » X Delete

Search options

E Add New : Server Certificate

d kb Policy
3. Code Signing
A LpssH
ALgns
@ L Administration
3 £, F Instalations

E y

General Informatic

Engines:

Specify the appropriate certificate parameters.

For Management Type, set it to “Provisioning.”

« « [Dimport [ Retrieve Cerificate

General

Log Server:

Support

| 1§ Certificate Trust Bundie | Af Credentiols | ABEncryption | & Monitoring | W Validation | ok, Workflow |

local: tppadmir

I_E'_ Certificate Name:

!npnl‘wnlﬁd.mn.ﬂlml

Description:

Contact(s): :

Approver(s): {localitppadmin (\VED\Identity\tppadmin)

= L Certificates
L Test Certs
3.4 Gigamon
2 ¥ GigaVUE-FM
43 Gigaman Credential
8.5 _Discoverea
@ L SceP
1 igf Venafi Operational Cenificates

B Aperture Configuration

6. Click Save when done.

CSR Handling

Processing Disabled:

lMunagcmcm Type: [ Monaoring "|
Managed By: | jnaasigned *
Enrolimant
Provisioning

CSR Generation:

Subject DN

Key/CSR on App

Hash Algorithm: -

(@) Service Generated CSR
() User Provided CSR

| Commen Name:

|appi.venafidema.com |

7. To activate certificates just created, click Renew Now after selecting the certificate.

| Support |

H {3 Installations

4 Add ~ 3 Delete Showal> | Certificate
Search options - 9 Resta = Retr
3 g Policy
3 [ Code Signing Certificate Status
# L FSSH =
3igTLs o
4 L5 Administration Expiration Date

Revocation

Last Check:

L@Compliance | (D History |

scation | g Validate Now | g Revoke + | @) Change Certif

Lifecycle Stage
none
Validation

Last Check:

To create new certificates under this policy, right-click on the policy and select Add > Certificates >

How to Deploy Bulk Certificate Provisioning from Venafi TPP to GigaVUE-FM
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8. Repeat the previous steps to create all other certificates for this policy.

9. Verify the certificates are created.

= ¥ Delete Show ali+

F0a

Search options
2 L Policy
2 L Code Signing
1 &g SSH
3LgTs
@ Ly Adminisiration
4 L7 Installations
3 & Cedtificates
= iy Test Gents
&/ app2 venafidema com
&/ app1 venafidemo.com
3 [ Gigamon
2 W GigaVUE-FM

4% Gigamon Credential

4} _Discovered
# & SCEP
o .-? Venafi Operational Certificates
B Aperture Configuration

&/ Summary

Certificate Monitonng Validation General

& Settings

Suppoert

— r
| Associations <@ Compliance G'-Isrc-.",'

I& Reset » ‘:; Renew Mow &Chect Revocation ‘ Validate Now @JRevoke = @ Change Cerfificate

app.L.venangemeo.com

Subject DN
Common Name:
Subject Alt Name (DNS):
Issuer DN
Commaon Name:
Domain Component:
Private Key

Private Key Stored:

Miscellaneous

Valid From:
Valid To:

Senal Number:

Step 6: Set up a bulk provisioning job

1. Open the Aperture Interface.

2. Click Jobs.

VENAFI

Dashboards ~

@ Aperture

Inventory ~

Clients ~ Reports

appl.venafidemo.com

appl.venafidemo.com

venafidemo-TPP-CA

venafidemao
com

Yes, Stored in Software

I

7/22/2020 12:14:38 PM
7/22/2022 12:14:38 PM

2F0000002007ECD3028D4BD48E000000000020

Configuration -

All Certificates Dashboard

Certificate Totals +

My Certficates

8

Expiring within 30 days n Error

3. Click Create New Job on the top right.

Type

Key Size < 2048

0 0 0

Weak Signing Algorthm Validity Period > 8.

a @ # @

Results Priority

g Crea;gNew Job

0 Jobs

How to Deploy Bulk Certificate Provisioning from Venafi TPP to GigaVUE-FM
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4. Select “Bulk Provisioning” and click Start.

What type of job would you like to create?

® Bulk Provisioning
nst ny certificates and Beys on your devices at the same time while minimizing device interactions. Requires
your administrator to load a fpwerShell script for your type of device

./ Certificate and Device Placement
Scan Venaf Platform folders for certificates and devices that match certain parameters, then move those objects
based on defined rules

_ Certificate Import
Bring certificates issued by a specific CA under management by setting up a CA import job

' Network Discovery
Perform anonymous scans of network IP addresses and ports

' Onboard Discovery

Perform privileged (authenticated) scans of devices.

Cancel Start

5. Select the jobs policy created earlier or use an existing one. Click Next.

New Bulk Provisioning Job

O

Details Targets
To get started, give us a few details about your Bulk Provisioning job.

Job Details

Parent Folder
Policy \ TLS \ Jobs

Name

Gigamon Provisioning

Description

Contacts

Search for an identity

6. Under Job Details, specify
o Target: set the GigaVUE-FM Device (GigaVUE-FM in this example) as the target

e Source: specify the policy folder that contains the certificates to be provisioned to the
GigaVUE-FM Device

How to Deploy Bulk Certificate Provisioning from Venafi TPP to GigaVUE-FM 13
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NOTE: There may be one or many different policy folders containing the application certificates.
The policy Management Type for these folders/certificates must be set to Provisioning.

NOTE: These certificates will be provisioned to a specific Gigamon node, which is specified in the
Cluster ID parameter later in this section. You will need to create and run a separate job for each
Gigamon node.

New Bulk Provisioning Job

M

Details Targets

Next, let's define the source, target, and options for your Bulk Provisioning job.

Target

Devices
Policy \ TLS \ Certificates | Gigamon \ GigaVUE-FM x

Source

Folders that contain certificates

Policy \ TLS \ Certificates | Test Certs x

Options
[:j Include certificates that expired in the last 30 days

|] Include revoked certificates

Include historical certificates

Certificate batch size 200

Cancel Back Next

7. Select the appropriate options for your environment and click Next.
8. Select the appropriate frequency for the provisioning job to run and click Next.

How to Deploy Bulk Certificate Provisioning from Venafi TPP to GigaVUE-FM 14
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New Bulk Provisioning Job

M

Details Targets
Next, let's define when you would like this job to run?

Run Time (Al times are local)

Frequency
Manually run

Every week
Every month
Every year

Cancel Back Next

9. For Powershell Script, select the Gigamon GigaVUE-FM driver that was installed earlier.
10. For Cluster ID, enter the hostname or IP address of the Gigamon device that requires provisioned

certificates, and then click Next.
New Bulk Provisioning Job
QOccurrence Installation Settings

Details Targets

Finally, you need to set up your provisioning script.

Settings
PowerShell Script GigamonGigaVUE-FM .
Cluster ID 10.115.46.169

Enable Debug Logaing ®No O Yes

Cancel Back Create & Run Create Job

11. Click Create Job.
12. You can wait for the job to run on the specified schedule or click Run Now to run the job

immediately.

How to Deploy Bulk Certificate Provisioning from Venafi TPP to GigaVUE-FM 15
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Gigamaon Provisioning

Job Details

Details and Targets Parent Folder

5 1 Jobs
Name
Gigamon Provisioning

Description

Contacts

Target

Devices
Policy | TLS | Certificates | Gigamon | GigaVUE-FM x

Source

Folders that contain certificates

Policy | TLS | Certificates | Test Certs x

Options
Inciude certificates that expired in the last 30 days
Include revoked certificates
Include historical certificates

Certificate batch size 200

13. Click Results to see if the job completes successfully.

Gigamon Provisioning

Results Results

Details and Targets Complete

)
£

L

n

Devices

1

7/22/2020 12:29 PM (-06:00 UTC)

14. Repeat the steps in this section to create a separate bulk certificate provisioning job for each

GigaVUE Node that must be provisioned.

IMPORTANT: It is important to understand this last step, above. Certificates cannot be
provisioned to multiple GigaVUE Nodes via a single job. A separate job is required for each

physical GigaVUE Node that must be provisioned.

How to Deploy Bulk Certificate Provisioning from Venafi TPP to GigaVUE-FM
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Step 7: Verify that certificates have been pushed to the desired device
1. Navigate to GigaVUE-FM > Physical Device and select the desire device (GigaVUE Node).
2. From the device, navigate to GigaSMART > InlineSSL > KeyStore.
3. Verify the certificate information.
4

Note that the Key Alias is derived from the certificate common name and thumbprint. This supports
the addition and identification of multiple certificates with the same common name.

Type should indicate a check mark beside both the Certificate and Private Key

i

6. Health Status will indicate if the certificate is or is not participating in a flow, depending on the Auto
Enable New Certificates setting.

; Glga\/U E-FM gigamon-9a0b37 -- ip-10-115-46-169.us-west-2.compute.internal (H Series) Last synceq

Inline SSL SSL Profiles Key Store Signing CA Trust Store
Session Statistics Monitor Statistics Certificate Statistics
Filtered By : none Keychain Password
Key Alias Type Health Status
applvenafidemo.com-3DB2A702D753..  V Certificate, v'..  (§) Certificate not ...
appl.venafidemo.com-8CCF7E94ASE?2... v Certificate, v'.... (i) Certificate not ...
ik Ports app2.venafidemo.com-D9SEQFCF39A3... v Certificate,v.. (i) Certificate not ...

W Maps

O GigaSMART®

MART Oper..

ART Grou...
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